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	Instructions on filling this document

 The CAB personnel should fill it completely and send it to PNAC while submitting the application form and quality system and give cross references to its clauses in the quality manual/ procedures/ forms etc. Please note that only giving reference to a particular procedure may not be sufficient in most of the cases. 
PNAC’s Assessors Verification & remarks column will be filled in by the concerned officer in PNAC

	Name of the Personnel Certification Body (PrCB): 

	Name of PNAC’s assessor



	Address

	

	CLAUSE No. of ISO 17024: 2012
	Requirement
	PrCB’s Reference to its QSD


	PNAC’s Assessor verification & remarks

	4
	General requirements 

	
	

	
	4.1 Legal matters 
The certification body shall be a legal entity, or a defined part of a legal entity, such that it can be held legally responsible for its certification activities. A governmental certification body is deemed to be a legal entity on the basis of its governmental status.


	
	

	
	4.2 Responsibility for decision on certification 
The certification body shall be responsible for, shall retain authority for, and shall not delegate, its decisions relating to certification, including the granting, maintaining, recertifying, expanding and reducing the scope of the certification, and suspending or withdrawing the certification.


	
	

	
	4.3 Management of impartiality 

	
	

	
	4.3.1 The certification body shall document its structure, policies and procedures to manage impartiality and to ensure that the certification activities are undertaken impartially. The certification body shall have top management commitment to impartiality in certification activities. The certification body shall have a statement publicly accessible without request that it understands the importance of impartiality in carrying out its certification activities, manages conflict of interest and ensures the objectivity of its certification activities.


	
	

	
	4.3.6 The certification body shall identify threats to its impartiality on an ongoing basis. This shall include those threats that arise from its activities, from its related bodies, from its relationships, or from the relationships of its personnel. However, such relationships do not necessarily present a body with a threat to impartiality.


	
	

	
	4.3.7 The certification body shall analyse, document and eliminate or minimize the potential conflict of interests arising from its certification activities. The certification body shall document and be able to demonstrate how it eliminates, minimizes or manages such threats. All potential sources of conflict of interest that are identified, whether they arise from within the certification body, such as assigning responsibilities to personnel, or from the activities of other persons, bodies or organizations, shall be covered. 
	
	

	
	4.3.8 Certification activities shall be structured and managed so as to safeguard impartiality. This shall include balanced involvement of interested parties (see definition 3.21).
	
	

	
	4.4 Finance and liability 
The certification body shall have the financial resources necessary for the operation of a certification process and have adequate arrangements (e.g. insurance or reserves) to cover associated liabilities.
	
	

	5
	Structural requirements 

	
	

	
	5.1 Management and organization structure 

	
	

	
	5.1.1 The certification body activities shall be structured and managed so as to safeguard impartiality.
	
	

	
	5.1.2 The certification body shall document its organizational structure, describing the duties, responsibilities and authorities of management, certification personnel and any committee. When the certification body is a defined part of a legal entity, documentation of the organizational structure shall include the line of authority and the relationship to other parts within the same legal entity.

The party/parties or individuals responsible for the following shall be identified: 

a) policies and procedures relating to the operation of the certification body; 

b) implementation of the policies and procedures; 

c) finances of the certification body; 

d) resources for certification activities; 

e) development and maintenance of the certification schemes; 

f) assessment activities; 

g) decisions on certification, including the granting, maintaining, recertifying, expanding, reducing, suspending or withdrawing of the certification; 

h) contractual arrangements. 


	
	

	
	5.2 Structure of the certification body in relation to training 

	
	

	
	5.2.1 Completion of training may be a specified requirement of a certification scheme (see 8.3). The recognition/approval of training by the certification body shall not compromise impartiality or reduce the assessment and certification requirements.


	
	

	
	5.2.2 The certification body shall provide information regarding education and training if they are used as pre-requisites for being eligible for certification. However, the certification body shall not state or imply that certification would be simpler, easier or less expensive if any specified education/training services are used.


	
	

	
	5.2.3 Offering training and certification for persons within the same legal entity constitutes a threat to impartiality. A certification body that is part of a legal entity offering training shall: 

a) identify and document the associated threats to its impartiality on an ongoing basis: the body shall have a documented process to demonstrate how it eliminates or minimizes those threats; 

b) demonstrate that all processes performed by the certification body are independent of training to ensure that confidentiality, information security and impartiality are not compromised; 

c) not give the impression that the use of both services would provide any advantage to the applicant; 

d) not require the candidates to complete the certification body's own education or training as an exclusive prerequisite when alternative education or training with an equivalent outcome exists; 

e) ensure that personnel do not serve as an examiner of a specific candidate they have trained for a period of two years from the date of the conclusion of the training activities: this interval may be shortened if the certification body demonstrates it does not compromise impartiality. 


	
	

	6
	Resource requirements 

	
	

	
	6.1 General personnel requirements 

6.1.1 The certification body shall manage and be responsible for the performance of all personnel involved in the certification process.


	
	

	
	6.1.3 The certification body shall define the competence requirements for personnel involved in the certification process. Personnel shall have competence for their specific tasks and responsibilities.


	
	

	
	6.2 Personnel involved in the certification activities 

	
	

	
	6.2.2 Requirements for examiners 

	
	

	
	6.2.2.1 Examiners shall meet the requirements of the certification body. The selection and approval processes shall ensure that examiners: 

a) understand the relevant certification scheme; 

b) are able to apply the examination procedures and documents; 

c) have competence in the field to be examined; 

d) are fluent, both in writing and orally, in the language of examination; in circumstances where an interpreter or a translator is used, the certification body shall have procedures in place to ensure that it does not affect the validity of the examination; 

e) have identified any known conflicts of interest to ensure impartial judgements are made. 


	
	

	
	6.2.2.2 The certification body shall monitor the performance of the examiners and the reliability of the examiners' judgements. Where deficiencies are found, corrective actions shall be taken.
	
	

	
	6.2.2.3 If an examiner has a potential conflict of interest in the examination of a candidate, the certification body shall undertake measures to ensure that the confidentiality and impartiality of the examination are not compromised. These measures shall be recorded.


	
	

	
	6.2.3 Requirements for other personnel involved in the assessment 

	
	

	
	6.2.3.1 The certification body shall have a documented description of the responsibilities and qualifications of other personnel involved in the assessment process (e.g. invigilators). 


	
	

	
	6.3 Outsourcing 

	
	

	
	6.3.1 The certification body shall have a legally enforceable agreement covering the arrangements, including confidentiality and conflict of interests, with each body that provides outsourced work related to the certification process. 
	
	

	
	6.3.2 When a certification body outsources work related to certification, the certification body shall: 

a) take full responsibility for all outsourced work; 

b) ensure that the body conducting outsourced work is competent and complies with the applicable provisions of this International Standard; 

c) assess and monitor the performance of the bodies conducting outsourced work in accordance with its documented procedures; 

d) have records to demonstrate that the bodies conducting outsourced work meet all requirements relevant to the outsourced work; 

e) Maintain a list of the bodies conducting outsourced work. 
	
	

	7
	Records and information requirements 

	
	

	
	7.1 Records of applicants, candidates and certified persons 

	
	

	
	7.1.1 The certification body shall maintain records. The records shall include a means to confirm the status of a certified person. The records shall demonstrate that the certification or recertification process has been effectively fulfilled, particularly with respect to application forms, assessment reports (which include examination records) and other documents relating to granting, maintaining, recertifying, expanding and reducing the scope, and suspending or withdrawing certification. 
	
	

	
	7.2 Public information 


	
	

	
	7.2.1 The certification body shall verify and provide information, upon request, as to whether an individual holds a current, valid certification and the scope of that certification, except where the law requires such information not to be disclosed. 
	
	

	
	7.2.2 The certification body shall make publicly available without request information regarding the scope of the certification scheme and a general description of the certification process


	
	

	
	7.3 Confidentiality 

	
	

	
	7.3.1 The certification body shall establish documented policies and procedures for the maintenance and release of information. 
	
	

	
	7.4 Security 

	
	

	
	7.4.1 The certification body shall develop and document policies and procedures necessary to ensure security throughout the entire certification process and shall have measures in place to take corrective actions when security breaches occur.
	
	

	8
	Certification schemes 

	
	

	
	8.1 There shall be a certification scheme for each category of certification.


	
	

	
	8.2 A certification scheme shall contain the following elements: 

a) scope of certification; 

b) job and task description; 

c) required competence; 

d) abilities (when applicable); 

e) prerequisites (when applicable); 

f) code of conduct (when applicable). 
	
	

	
	8.3 A certification scheme shall include the following certification process requirements: 

a) criteria for initial certification and recertification; 

b) assessment methods for initial certification and recertification; 

c) surveillance methods and criteria (if applicable); 

d) criteria for suspending and withdrawing certification; 

e) criteria for changing the scope or level of certification (if applicable). 


	
	

	
	8.4 The certification body shall have documents to demonstrate that, in the development and review of the certification scheme, the following are included:

a) the involvement of appropriate experts; 

b) the use of an appropriate structure that fairly represents the interests of all parties significantly concerned, without any interest predominating; 

c) the identification and alignment of prerequisites, if applicable, with the competence requirements; 

d) the identification and alignment of the assessment mechanisms with the competence requirements; 

e) a job or practice analysis that is conducted and updated to: 

· identify the tasks for successful performance; 

· identify the required competence for each task; 

· identify prerequisites (if applicable); 

· confirm the assessment mechanisms and examination content; 

· identify the recertification requirements and interval. 


	
	

	9
	Certification process requirements 

	
	

	
	9.1 Application process 

	
	

	
	9.1.1 Upon application, the certification body shall make available an overview of the certification process in accordance with the certification scheme. As a minimum, the overview shall include the requirements for certification and its scope, a description of the assessment process, the applicant's rights, the duties of a certified person and the fees.
	
	

	
	9.2 Assessment process 

	
	

	
	9.2.1 The certification body shall implement the specific assessment methods and mechanisms as defined in the certification scheme.


	
	

	
	9.3 Examination process 

	
	

	
	9.3.1 Examinations shall be designed to assess competence based on, and consistent with, the scheme, by written, oral, practical, observational or other reliable and objective means. The design of examination requirements shall ensure the comparability of results of each single examination, both in content and difficulty, including the validity of fail/pass decisions.


	
	

	
	9.3.5 Appropriate methodology and procedures (e.g. collecting and maintaining statistical data) shall be documented and implemented in order to reaffirm, at justified defined intervals, the fairness, validity, reliability and general performance of each examination, and that all identified deficiencies are corrected.
	
	

	
	9.4 Decision on certification 

	
	

	
	9.4.1 The information gathered during the certification process shall be sufficient: 

a) for the certification body to make a decision on certification; 

b) for traceability in the event, for example, of an appeal or a complaint. 


	
	

	
	9.4.8 The certificates shall contain, as a minimum, the following information: 

a) the name of the certified person; 

b) a unique identification; 

c) the name of the certification body; 

d) a reference to the certification scheme, standard or other relevant documents, including issue date, if relevant; 

e) the scope of the certification including, if applicable, validity conditions and limitations; 

f) the effective date of certification and date of expiry. 


	
	

	
	9.5 Suspending, withdrawing or reducing the scope of certification 

	
	

	
	9.5.1 The certification body shall have a policy and (a) documented procedure(s) for suspension or withdrawal of the certification, or reduction of the scope of certification, which shall specify the subsequent actions by the certification body. 
	
	

	
	9.6 Recertification process 

	
	

	
	9.6.1 The certification body shall have (a) documented procedure(s) for implementation of the recertification process, in accordance with the certification scheme requirements.
	
	

	
	9.7 Use of certificates, logos and marks 

	
	

	
	9.7.1 A certification body that provides a certification mark or logo shall document the conditions for use and shall appropriately manage the rights for usage and representation. 

NOTE ISO/IEC 17030 provides requirements for use of third-party marks.


	
	

	
	9.8 Appeals against decisions on certification 

	
	

	
	9.8.1 The certification body shall have a documented process to receive, evaluate and make decisions on appeals. The appeals-handling process shall include at least the following elements and methods: 

a) the process for receiving, validating and investigating the appeal, and for deciding what actions are to be taken in response to it, taking into account the results of previous similar appeals; 

b) tracking and recording appeals, including actions undertaken to resolve them; 

c) ensuring that, if applicable, appropriate corrections and corrective actions are taken. 


	
	

	
	9.8.2 The policies and procedures shall ensure that all appeals are dealt with in a constructive, impartial and timely manner. 
	
	

	
	9.9 Complaints 

	
	

	
	9.9.1 The certification body shall have a documented process to receive, evaluate and make decisions on complaints. 
	
	

	10
	Management system requirements 

	
	

	
	10.1 General 
The certification body shall establish, document, implement and maintain a management system that is capable of supporting and demonstrating the consistent achievement of the requirements of this International Standard. In addition to meeting the requirements of Clauses 4 to 9, the certification body shall implement a management system in accordance with either option A or option B, as follows: 

· option A: a general management system which fulfils the requirements of 10.2; or 

· option B: a body that has established and maintains a management system, in accordance with the requirements of ISO 9001, and that is capable of supporting and demonstrating the consistent fulfilment of the requirements of this International Standard (ISO/IEC 17024), fulfils the management system requirements of 10.2. 


	
	

	
	10.2 General management system requirements 

	
	

	
	10.2.2 Management system documentation 
Applicable requirements of this International Standard shall be documented. The certification body shall ensure that the management system documentation is provided to all relevant personnel.


	
	

	
	10.2.3 Control of documents 
The certification body shall establish procedures to control the documents (internal and external) that relate to the fulfilment of this International Standard. The procedures shall define the controls needed to: 

a) approve documents for adequacy prior to issue; 

b) review and update as necessary and re-approve documents; 

c) ensure that changes and the current revision status of documents are identified; 

d) ensure that relevant versions of applicable documents are provided at points of use; 

e) ensure that documents remain legible and readily identifiable; 

f) ensure that documents of external origin are identified and their distribution controlled; 

g) prevent the unintended use of obsolete documents and apply suitable identification if they are retained for any purpose. 

NOTE Documentation can be in any form or type of medium.


	
	

	
	10.2.4 Control of records 
The certification body shall establish procedures to define the controls needed for the identification, storage, protection, retrieval, retention time and disposition of its records related to the fulfilment of this International Standard. 

The certification body shall establish procedures for retaining records for a period consistent with its contractual and legal obligations. Access to these records shall be consistent with the confidentiality arrangements. 

NOTE For requirements for records on applicants, candidates and certified persons, see also 7.1.
	
	

	
	10.2.5 Management review 

	
	

	
	10.2.5.1 General 
The certification body's top management shall establish procedures to review its management system at planned intervals, in order to ensure its continuing suitability, adequacy and effectiveness, including the stated policies and objectives related to the fulfilment of this International Standard. These reviews shall be conducted at least once every 12 months and shall be documented.
	
	

	
	10.2.6 Internal audits 
10.2.6.1 The certification body shall establish procedures for internal audits to verify that it fulfils the requirements of this International Standard and that the management system is effectively implemented and maintained. 

NOTE ISO 19011 provides guidelines for conducting internal audits.
	
	

	
	10.2.7 Corrective actions 
The certification body shall establish (a) procedure(s) for identification and management of nonconformities in its operations. The certification body shall also, where necessary, take actions to eliminate the causes of nonconformities in order to prevent recurrence. Corrective actions shall be appropriate to the impact of the problems encountered. The procedures shall define requirements for the following: 

a) identifying nonconformities; 

b) determining the causes of nonconformity; 

c) correcting nonconformities; 

d) evaluating the need for actions to ensure that nonconformities do not recur; 

e) determining and implementing the actions needed in a timely manner; 

f) recording the results of actions taken; 

g) reviewing the effectiveness of corrective actions. 


	
	

	
	10.2.8 Preventive actions 
The certification body shall establish (a) procedure(s) for taking preventive actions to eliminate the causes of potential nonconformities. Preventive actions taken shall be appropriate to the probable impact of the potential problems. The procedures for preventive actions shall define requirements for the following: 

a) identifying potential nonconformities and their causes; 

b) evaluating the need for action to prevent the occurrence of nonconformities; 

c) determining and implementing the action needed; 

d) recording the results of actions taken; 

e) Reviewing the effectiveness of the preventive actions taken. 

NOTE The procedures for corrective and preventive actions do not necessarily have to be separate.


	a) 
	


To be filled in during pre-assessment (onsite visit) by PNAC Assessor

	Brief history of the PrCB and its legal status

	

	Certification scheme(s) for persons

	

	Status of implementation of the standard w.r.t records

	

	Is the PrCB having sufficient and trained human resources to carry out its activities?

	

	Recommendation on its preparation for full assessment? 

	

	Are there any major gaps that need to be addressed before initial assessment?

	

	Suggestion on no of man days/ type of team and scope to be assessed

	

	PNAC’s Assessor name & signature
	PrCB’s representative

	Date: 
	Date: 
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